
https://www.geekcert.com/312-50v9.html
2024 Latest geekcert 312-50V9 PDF and VCE dumps Download

 

 

 

312-50V9Q&As

Certified Ethical Hacker Exam V9

Pass EC-COUNCIL 312-50V9 Exam with 100%
Guarantee

Free Download Real Questions & Answers PDF and VCE file from:

https://www.geekcert.com/312-50v9.html

100% Passing Guarantee
100% Money Back Assurance

Following Questions and Answers are all new published by EC-
COUNCIL Official Exam Center

 

 

312-50V9 PDF Dumps | 312-50V9 Practice Test | 312-50V9 Study Guide                                1 / 3

https://www.geekcert.com/312-50v9.html
https://www.geekcert.com/312-50v9.html
https://www.geekcert.com/312-50v9.html


https://www.geekcert.com/312-50v9.html
2024 Latest geekcert 312-50V9 PDF and VCE dumps Download

QUESTION 1

Firewalk has just completed the second phase (the scanning phase) and a technician receives the output shown below.
What conclusions can be drawn based on these scan results? 

A. The firewall itself is blocking ports 21 through 23 and a service is listening on port 23 of the target host. 

B. The lack of response from ports 21 and 22 indicate that those services are not running on the destination server. 

C. The scan on port 23 passed through the filtering device. This indicates that port 23 was not blocked at the firewall. 

D. The scan on port 23 was able to make a connection to the destination host prompting the firewall to respond with a
TTL error. 

Correct Answer: C Section: (none)

 

QUESTION 2

How does a denial-of-service attack work? 

A. A hacker prevents a legitimate user (or group of users) from accessing a service 

B. A hacker uses every character, word, or letter he or she can think of to defeat authentication 

C. A hacker tries to decipher a password by using a system, which subsequently crashes the network 

D. A hacker attempts to imitate a legitimate user by confusing a computer or even another person 

Correct Answer: A Section: (none)

 

QUESTION 3

John the Ripper is a technical assessment tool used to test the weakness of which of the following? 

A. Usernames 

B. File permissions 

C. Firewall rulesets 

D. Passwords 

Correct Answer: D Section: (none)

 

312-50V9 PDF Dumps | 312-50V9 Practice Test | 312-50V9 Study Guide                                2 / 3

https://www.geekcert.com/312-50v9.html
https://www.geekcert.com/312-50v9.html
https://www.geekcert.com/312-50v9.html


https://www.geekcert.com/312-50v9.html
2024 Latest geekcert 312-50V9 PDF and VCE dumps Download

QUESTION 4

Nathan is testing some of his network devices. Nathan is using Macof to try and flood the ARP cache of 

these switches. 

If these switches\\' ARP cache is successfully flooded, what will be the result? 

A. The switches will drop into hub mode if the ARP cache is successfully flooded. 

B. If the ARP cache is flooded, the switches will drop into pix mode making it less susceptible to attacks. 

C. Depending on the switch manufacturer, the device will either delete every entry in its ARP cache or reroute packets
to the nearest switch. 

D. The switches will route all traffic to the broadcast address created collisions. 

Correct Answer: A Section: (none)

 

QUESTION 5

Which command line switch would be used in NMAP to perform operating system detection? 

A. -OS 

B. -sO 

C. -sP 

D. -O 

Correct Answer: D Section: (none)
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