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QUESTION 1

Which of the following ports is the default port for Layer 2 Tunneling Protocol (L2TP)? 

A. TCP port 443 

B. UDP port 161 

C. TCP port 110 

D. UDP port 1701 

Correct Answer: D 

 

QUESTION 2

Which of the following radio frequencies is used by the IEEE 802.11a wireless network? 

A. 3.7 GHz 

B. 7.0 GHz 

C. 2.4 GHz 

D. 5.0 GHz 

Correct Answer: D 

 

QUESTION 3

You have implemented a firewall on the company\\'s network for blocking unauthorized network connections. Which of
the following types of security control is implemented in this case? 

A. Detective 

B. Preventive 

C. Directive 

D. Corrective 

Correct Answer: B 

 

QUESTION 4

Fill in the blank with the correct answer to complete the statement below. 

The permission is the minimum required permission that is necessary for a user to enter a directory and 
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list its contents. 

A. Read 

Correct Answer: A 

 

QUESTION 5

You are reviewing a packet capture file from your network intrusion detection system. In the packet stream, you come
across a long series of "no operation" (NOP) commands. In addition to the NOP commands, there appears to be a
malicious payload. Of the following, which is the most appropriate preventative measure for this type of attack? 

A. Limits on the number of failed logins 

B. Boundary checks on program inputs 

C. Controls against time of check/time of use attacks 

D. Restrictions on file permissions 

Correct Answer: C 
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