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QUESTION 1

Which of the following are politically motivated threats that an organization faces? Each correct answer represents a
complete solution. Choose all that apply. 

A. Power distribution outages 

B. Civil disobedience 

C. Riot 

D. Vandalism 

E. Terrorist attacks 

Correct Answer: BCDE 

 

QUESTION 2

Which of the following is an entry in an object\\'s discretionary access control list (DACL) that grants permissions to a
user or group? 

A. Access control list (ACL) 

B. Discretionary access control entry (DACE) 

C. Security Identifier (SID) 

D. Access control entry (ACE) 

Correct Answer: D 

 

QUESTION 3

Which of the following task force was formed to examine the impact of Electronic Publishing on the intellectual property
rights? 

A. The IIPTF (International Intellectual Property Task Force) 

B. The EPTF (Electronic Publishing Task Force) 

C. The LATF (Langham Act Task Force) 

D. The IITF (Information Infrastructure Task Force) 

Correct Answer: D 

 

QUESTION 4
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John works as a professional Ethical Hacker. He has been assigned the project of testing the security of www.we-are-
secure.com. He is using the TFN and Trin00 tools to test the security of the We-aresecure server, so that he can check
whether the server is vulnerable or not. Using these tools, which of the following attacks can John perform to test the
security of the We-are-secure server? 

A. Reply attack 

B. Cross site scripting attack 

C. DDoS attack 

D. Brute force attack 

Correct Answer: C 

 

QUESTION 5

John works as a professional Ethical Hacker. He has been assigned the project of testing the security of www.we-are-
secure.com. John notices that the We-are-secure network is vulnerable to a man-inthe- middle attack since the key
exchange process of the cryptographic algorithm it is using does not authenticate participants. Which of the following
cryptographic algorithms is being used by the Weare- secure server? 

A. RSA 

B. Diffie-Hellman 

C. Twofish 

D. Blowfish 

Correct Answer: B 
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