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QUESTION 1

Refer to the exhibit. 

Based on the FortiEDR status output shown in the exhibit, which two statements about the FortiEDR collector are true?
(Choose two.) 

A. The collector device has windows firewall enabled 

B. The collector has been installed with an incorrect port number 

C. The collector has been installed with an incorrect registration password 

D. The collector device cannot reach the central manager 

Correct Answer: BC 

 

QUESTION 2

Which two statements about the FortiEDR solution are true? (Choose two.) 

A. It provides pre-infection and post-infection protection 

B. It is Windows OS only 

C. It provides central management 

D. It provides pant-to-point protection 

Correct Answer: AC 

 

QUESTION 3

The FortiEDR axe classified an event as inconclusive, out a few seconds later FCS revised the classification to
malicious. 
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What playbook actions ate applied to the event? 

A. Playbook actions applied to inconclusive events 

B. Playbook actions applied to handled events 

C. Playbook actions applied to suspicious events 

D. Playbook actions applied to malicious events 

Correct Answer: D 

 

QUESTION 4

Which threat hunting profile is the most resource intensive? 

A. Comprehensive 

B. Inventory 

C. Default 

D. Standard Collection 

Correct Answer: A 

 

QUESTION 5

Which security policy has all of its rules disabled by default? 

A. Device Control 

B. Ransomware Prevention 

C. Execution Prevention 

D. Exfiltration Prevention 

Correct Answer: A 
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